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EvokedSet Ltd. is commiƩed to protecƟng and respecƟng your privacy. This privacy policy sets out 
the basis on which the personal data collected from you, or that you provide to us, will be processed 
by us. Please read the following carefully to understand our views and pracƟces regarding your 
personal data and how we will treat it. 

YOUR PERSONAL INFORMATION 

InformaƟon we collect from your use of our website (www.evokedset.com) 

We use funcƟonal cookies to grant access to ebook downloads. No personal informaƟon is stored in 
the cookie. Other than that, we don't use them anywhere else on our site. 

Any personal informaƟon you send to us via the online forms on our website is sent to us as an 
email, it is not stored in any database. Upon request, we will delete the email you sent to us. 

We do not capture any other personal data on our website. 

InformaƟon we collect from your use of our services 

The provision of certain personal data (such as name, job Ɵtle, email address, postal address, 
telephone number and other contact details) may be required from you to enable us to provide you 
with our services.  

InformaƟon we collect from other sources 

We will also obtain personal data from other sources as follows: 

Publicly available lisƟngs including but not limited to: 

 Trade show aƩendee lisƟngs / directories 
 Press release contact details / other publicly published contact informaƟon 
 LinkedIn or other directory lisƟngs 
 External websites 

USES MADE OF YOUR INFORMATION 

Lawful basis for processing 

We rely on the following lawful basis for processing: 

 your consent as provided when you contact us or engage our services  
 to fulfil our contractual obligaƟons to you 
 to fulfil our legal obligaƟons 
 certain legiƟmate business purposes which may include some or all of the following 

o for direct markeƟng purposes 
o for internal administraƟve purposes 



 

o where there is a direct appropriate relaƟonship, such as where you or your employer 
is a client 

o we have a reasonable expectaƟon that you consent to your data being processed 

Purposes of processing 

We use informaƟon held about you in the following ways: 

 To provide you with our services 
 To provide you with informaƟon and offers that you request from us or which we feel may 

interest you 
 To carry out our obligaƟons arising from any contracts entered into between you and us 
 To noƟfy you about changes to our service 
 To provide you with informaƟon that will help you select us as a possible partner for your 

future PR and markeƟng communicaƟon needs 

If you do not want us to use your data to contact you for direct markeƟng purposes, please either 
unsubscribe from our electronic communicaƟons using the method indicated in the relevant 
communicaƟon, or inform us at any Ɵme by contacƟng us at the contact details set out below. 

Industry InformaƟon 

We maintain databases and lists of publicly available informaƟon regarding media contacts, 
journalists, social media influencers, social media users, subject maƩer experts and other 
stakeholders and individuals who make their personal and/or professional informaƟon and/or 
opinions publicly available. These lists are accessed and/or used by us for specific business purposes 
in conducƟng our own business, and in conducƟng business on behalf of potenƟal and exisƟng 
clients. We take reasonable measures to limit the informaƟon processed to be relevant to legiƟmate 
business purposes and to minimise any risks to individuals associated with the use of such 
informaƟon. 

Further we may collect and/or review other publicly available news stories and other journalisƟc 
content including content made available through public news sites and social media sites to 
understand what people are saying about us and our clients. We use this informaƟon to provide our 
services to our clients, including ensuring we and our clients are fully up to speed on public opinion 
in any parƟcular area and are fully briefed when it comes to dealing with the press. We may also use 
this informaƟon to contact those individuals to discuss our clients’ goods and services.  We may also 
use this informaƟon for our own internal administraƟve and promoƟonal purposes. 

DISCLOSURE OF YOUR INFORMATION 

We may pass your personal informaƟon to our third-party service providers, agents, subcontractors 
and other associated organisaƟons for the purposes of compleƟng tasks and providing services to 
you on our behalf. 

We may share your personal data with third party service providers to: 

 provide you with the services that we offer you  
 to conduct business on your behalf 
 to provide other services to us 

For example, the personal informaƟon we may send to a publicaƟon or media outlet as it applies to 
our services may contain your email address, phone number, company name and full name.  



 

We may also disclose your personal data to third parƟes: 

 if we are under a duty to disclose or share your personal data in order to comply with any 
legal obligaƟon; or 

 where we are required to respond to lawful requests by public authoriƟes, including to meet 
naƟonal security or law enforcement requirements 

Other than as set out above, and except as is necessary in order for us to carry out our obligaƟons 
arising from any contracts entered into between you and us, we will not share your data with third 
parƟes unless we have procured your express consent to do so. 

STORING YOUR PERSONAL DATA 

Security 

We take appropriate measures to ensure that any personal data are kept secure, including security 
measures to prevent personal data from being accidentally lost, or used or accessed in an 
unauthorised way. We limit access to your personal data to those who have a genuine business need 
to know it. Those processing your informaƟon will do so only in an authorised manner and are 
subject to a duty of confidenƟality.  

Our website may, from Ɵme to Ɵme, contain links to and from other websites. EvokedSet Ltd. is not 
responsible for external links. If you follow a link to any of these websites, please note that these 
websites have their own privacy policies and terms of use and that we do not accept any 
responsibility or liability for these policies and terms of use. Please check these policies before you 
submit any personal data to these websites. 

Keeping your personal data up to date 

If your personal details change you may update them by contacƟng us using the contact details 
below. If you have any quesƟons about how we use data collected which relates to you, please 
contact us by sending a request by email to the contact details below. 

We will endeavour to update your personal data within seven (7) working days of any new or 
updated personal data being provided to us, in order to ensure that the personal data we hold about 
you is as accurate and up to date as possible. 

How long we keep your personal data 

The Ɵme periods for which we retain your personal data is dependent upon the purposes for which 
we use it. We will retain it for as long as you are a user of our services or for as long as we have 
another business purpose to do so. ThereaŌer, for no longer than is required or permiƩed by law, 
reasonably necessary for internal reporƟng and reconciliaƟon purposes, or to provide you with 
feedback or informaƟon you might request. 

Where we store your personal data 

All informaƟon we hold about you is stored in the UK and within the European Economic Area (EEA). 
We take all steps to ensure that your data is treated securely. All informaƟon is stored on our own 
secure servers or on secure servers operated by a third party. The data that we collect from you may 
also be transferred to, and stored at, a desƟnaƟon outside the UK and EEA and processed by staff 
operaƟng outside the UK and EEA who work for our suppliers. Such suppliers maybe engaged in, 
among other things, the provision of business support services (for example, accounƟng soŌware). 



 

GDPR requires companies to implement ‘appropriate safeguards’ when they export personal data 
out of the European Economic Area. Our suppliers comply with EU data export restricƟons when 
exporƟng data outside of the EU, either by using for personal data processing an ‘adequate’ country 
recognised by the EU or by entering into the European Commission’s standard contractual clauses 
with the enƟty the data is transferred to. 

YOUR RIGHTS 

Under the General Data ProtecƟon RegulaƟon, you have a number of important rights free of charge. 
In summary, those include rights to: 

 access to your personal data and to certain other supplementary informaƟon that this policy 
is already designed to address 

 require us to correct any mistakes in your informaƟon which we hold 
 require the erasure of personal data concerning you in certain situaƟons 
 receive the personal data concerning you which you have provided to us, in a structured, 

commonly used and machine-readable format and have the right to transmit those data to a 
third party in certain situaƟons 

 object at any Ɵme to processing of personal data concerning you for direct markeƟng 
 object to decisions being taken by automated means which produce legal effects concerning 

you or similarly significantly affect you 
 object in certain other situaƟons to our conƟnued processing of your personal data 
 otherwise restrict our processing of your personal data in certain circumstances 
 claim compensaƟon for damages caused by our breach of any data protecƟon laws 

For further informaƟon on each of those rights, including the circumstances in which they apply, see 
the Guidance from the UK InformaƟon Commissioner’s Office (ICO) on individuals’ rights under the 
General Data ProtecƟon RegulaƟon. 

EvokedSet is registered as a data controller with the ICO under registraƟon number Z1012941. 

If you would like to exercise any of those rights, please: 

 Email, call or write to our Data ProtecƟon Officer: 
nicky@evokedset.com 
+44 (0) 118 3282916 
 
Data ProtecƟon Officer 
EvokedSet Ltd 
176 Upper Woodcote Road 
Caversham 
Berkshire 
RG47JU 
UK 

 Provide us with enough informaƟon to idenƟfy you, for example your name, organisaƟon 
and contact details. 

 Let us know the informaƟon to which your request relates, including any client account or 
reference numbers, if you have them. 

HOW TO COMPLAIN 



 

We hope that we or our Data ProtecƟon Officer can resolve any query or concern you raise about our 
use of your informaƟon. 

The General Data ProtecƟon RegulaƟon also gives you right to lodge a complaint with a supervisory 
authority, in parƟcular in the European Union (or European Economic Area) state where you work, 
normally live or where any alleged infringement of data protecƟon laws occurred. A list of 
Supervisory AuthoriƟes is available here:  hƩps://edpb.europa.eu/about-edpb/board/members_en  

The supervisory authority in the UK is the InformaƟon Commissioner’s Office, which can be 
contacted at hƩps://ico.org.uk/concerns/, by phoning 0303 123 1113, or by wriƟng to: 

InformaƟon Commissioner’s Office 
Wycliffe House 
Water Lane 
Wilmslow 
Cheshire 
SK9 5AF 

CHANGES TO OUR PRIVACY POLICY 

We reserve the right to modify this policy at any Ɵme. Your conƟnued use of the services shall be 
deemed your acceptance of the varied privacy policy.  

CONTACT US 

Data ProtecƟon Officer 
EvokedSet Ltd 
176 Upper Woodcote Road 
Caversham 
Berkshire 
RG4 7JU 
UK 

nicky@evokedset.com 
+44 (0) 118 3282916 

 

 

 


